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Cada empresa u organización está constantemente captando información, gran parte de ellos no tiene mayor relevancia pero existen otros datos que ayudan a conocer mejor el entorno que rodea la organización con también conocerse así misma. Los gerentes y directivos toman decisiones, preparan planes y controlan actividades haciendo uso de la información obtenida.

Actualmente la empresa trata una gran cantidad de datos y proporciona información con diferentes estructuras a múltiples decidores en la empresa, es por esto que los niveles de protección forma parte primordial para el resguardo de datos y la continuidad del servicio. En la organización utilizamos diferentes controles de seguridad tanto físicos como controles computacionales, a continuación se describen estos controles.

Controles computacionales:

* Contraseñas. Se lleva a cabo políticas de cambio de contraseñas con expiación cada mes y con nivel de complejidad alto.
* Encriptación de datos. Todo los datos y transferencias de archivos se realizan de forma cifrada, para prevenir interceptáciones y en caso de haberlas los datos vayan cifrados.
* Respaldo de información. Toda información utilizada y desarrollada en la empresa esta se respalda con sistemas de sincronización inmediata y con versionador de archivos, logrando así identificar quien (usuario) y que (datos) fueron eliminados o modificados. El almacenamiento es centralizado y en la nube al mismo tiempo. Cabe resaltar que si el backup solo se tiene centralizado y en estado físico hay un gran riesgo de perdida de información masiva, por eso se mantiene un respaldo en la nube de manera encriptada y con altos niveles de seguridad.
* Autenticación a nivel de la red. Los niveles de seguridad en la infraestructura están bien definidos, donde cada usuario está asignado a un grupo de trabajo el cual posee políticas de acceso a diferentes sistemas de información.
* Software de auditoria de integridad de archivos. Con el asesoramiento de expertos en el tema, se implemento el uso de dos aplicaciones para realizar estas auditorias y monitoreo constante.
* Configuraciones de red. Se implementa un firewall dedico para bloquear los accesos no autorizados permitiendo al mismo tiempo las comunicaciones autorizadas. En cuanto a correo, el reenvío automático de correos electrónicos es una forma clave para que los piratas informáticos roben datos confidenciales de nuestra organización, lo que puede provocar la divulgación inadecuada de un buzón de correo legítimo. En consecuencia se deshabilita la característica de auto-reenviar mensajes de correo electrónico desde el correo electrónico a cualquiera dirección de correo electrónico (externa).

Controles administrativos:

Los controles administrativos definen los factores humanos de la seguridad. Incluye todos los niveles del personal dentro de la organización y determina cuáles usuarios tienen acceso a qué recursos e información usando medios tales como:

* Entrenamiento y conocimiento
* Planes de recuperación y preparación para desastres
* Estrategias de selección de personal y separación
* Registro y contabilidad de personal

Controles físicos:

El control físico es la implementación de medidas de seguridad en una estructura definida usada para prevenir o detener el acceso no autorizado a material confidencial.

* Cámaras de circuito cerrado
* Sistemas de alarmas térmicos o de movimiento
* Guardias de seguridad
* Puertas con seguros especiales
* Biométrica (huellas digitales, utilizados para reconocer individuos)

La seguridad es algo que afuera de la organización o empresa parecer algo engorroso pero es un compromiso que debemos llevar todos, siempre debemos tener claro cual es nuestro nivel de confidencialidad en una organización y como los datos con los cuales interactuamos a diario pueden llegar a tener una repercusión, podemos usar nuestro sentido como herramienta para que salgamos al mundo digital con la seguridad de que podremos tener nuestros datos seguros.